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operating systems and device classes such as desktop computers, tablets, and 

smartphones. Second, instead of developing native software for each operating system 

(Windows, Ubuntu, macOS, Android, etc.), a web app covers many systems with a single 

code base, which greatly simplifies the maintainability of the software. Third, web apps 

are based on the client-server-model, meaning that data is processed and delivered via a 

web server and received by the client. Hence, users are not required to install the software 

or its dependencies. Since the computational work is mainly performed on the server, the 

application responds fast even on clients with low system specifications. On the negative 

side, legal and data privacy concerns might limit the usability of a web app for routine 

analysis of genetic data. Using the online version of toaSTR requires sending sensitive data 

over the internet and processing information on a remote server. Alternatively, the 

software and its numerous dependencies might be packaged as a virtual machine or a 

more lightweight Docker container 15, which would make the application portable and 

enable local deployment. A rewrite of the application code in JavaScript utilizing the 

ElectronJS 16 framework would allow the parallel deployment of toaSTR as a web app and 

cross-platform desktop app on a single code base. 

In summary, toaSTR complements the landscape of existing open-access genotyping 

tools by combining cross-platform compatibility, a graphical user interface, high 

processing speed due to parallel processing, classification of results, and compliance with 

nomenclature considerations. With an emphasis on usability, toaSTR allows forensic 

experts to work with MPS data simply and efficiently. Table 7 highlights toaSTR’s unique 

combination of features in comparison with previously published software packages.  

 
15 https://www.docker.com/  
16 https://electronjs.org/  









3   Results and discussion 

63 

strengthens the idea that computer-aided modeling can result in a viable approximation 

of complex molecular assays, as previously demonstrated for enzymatic assays (Altekar et 

al., 2006), stem cell bioprocessing (Toms et al., 2017), and cDNA microarrays (Wrobel et 

al., 2003). The DOE methodology enables forensic laboratories to develop and optimize 

custom identity panels with reasonable resources and communicate results transparently.  

 

Figure 11. Response contour plots showing the predicted responses for (A) CV, (B) CR, and (C) SN as a 
function of ATemp and Cyc. As the factors ATemp and Cyc were identified as driving forces in all three 
models, ETime and ATime were fixed at their center-point levels for visualization purposes (ATime = 30 s, 
ETime = 60 s). Values in white boxes are given in the unit of the respective response.   
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Table 8. Comparison of input factors and assay performance before and after optimization. Response 
values for CV and SN substantially improved with the optimized protocol, while CR remained on a high 
level. 

3.2.3 monSTR’s robustness was demonstrated by comprehensive 
developmental validation studies 

It is common practice in forensic genetics that novel identity panels undergo a detailed 

evaluation and validation prior to routine application (Churchill et al., 2016; Guo et al., 

2016; Jäger et al., 2017; Köcher et al., 2018; Müller et al., 2018; Xavier and Parson, 2017). 

The monSTR panel, in combination with the MiSeq platform and the open-access 

genotyping software toaSTR, was subjected to a rigorous “stress test” (Silvery et al., 2020) 

to validate its robustness and utility for routine application. Developmental validation 

studies described here were conducted in accordance with guidelines published by the 

Scientific Working Group on DNA Analysis Methods (SWGDAM; Scientific Working Group 

on DNA Analysis Methods, 2016). Robustness was assessed through concordance testing, 

sensitivity studies, evaluation of repeatability and reproducibility, mixture analysis, 

species testing, and investigation of forensic mock samples. 

Maintaining backward compatibility of MPS allele calling with existing law 

enforcement STR databases is of great importance (Parson et al., 2016). Concordance 

testing of monSTR results revealed full concordant length- and sequenced-based 

genotypes in comparison with data from CE and parallel MPS technologies. When samples 

were handled by different operators, results obtained from reference DNA samples were 

fully reproducible with respect to genotyping accuracy, interlocus balance, amplification 

specificity, and signal-to-noise ratio. Only negligible variation was observed when samples 

were repeated within one sequencing run or across individual runs. Analysis of GEDNAP 

proficiency samples revealed largely concordant profiles between CE and MPS with 21 

additional intra-allelic sequence variants (isoalleles) detected by MPS. Data suggested a 

good amplification efficiency and heterozygous balance of the SE33 marker, which was 

comparable to other loci even for SE33 genotypes exhibiting large alleles (> 30) and 

heterozygote allele spreads up to 5 repeat units. This is a remarkable outcome contrary to 

Protocol ATemp ATime ETime Cyc CV CR SN 

standard 62 °C 30 s 60 s 30 0.72 ± 0.01 0.92 ± 0.02 28 ± 1 

optimized 58 °C 23 s 65 s 25 0.61 ± 0.01 0.87 ± 0.02 38 ± 4 


